
ELECTRONIC MEDICAL RECORDS:
PROTECTING PATIENT PRIVACY
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*Ponemon Institute’s 2017 Cost of Data Breach Global Analysis
**HIPAA: Using, Disclosing, and Requesting the Minimum Necessary Amount of Protected Health Information (PHI)

For more information, please contact InformationSecurity-PrivacyTrainingandAwareness@bannerhealth.com 

Failure to comply may result in a HIPAA violation!
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